INSPECTOR GENERAL

DEPARTMENT OF DEFENSE

4800 MARK CENTER DRIVE
ALEXANDRIA, VIRGINIA 22350-1600

May 15, 2013

MEMORANDUM FOR AUDITOR GENERAL, DEPARTMENT OF THE ARMY

SUBJECT: Audit of Physical and Cyber Security Weaknesses Affecting U.S. Army Corps of
Engineers, Civil Works, Infrastructure and Industrial Control Systems
(Project No, D2013-DO0OLC-0145.000)

We plan to begm the subject audit in May 2013. The overall objective is to summarize
the results of our previous audits on the U.S, Anny Corps of Engineers, Civil Works, critical
infrastructure and industrial control systems, Specifically, our objective is to provide the
U.S. Aimy Corps of Engineers with systemic issues affecting the physical and cyber security
postures of Civil Works infrastructure and industrial control systems. We will consider
suggestions fiom management on additional or revised objectives.

Please provide us with a point of contact for the audit within 10 days of the date of this
memorandum, The point of contact should be a Goveinment employee—a GS-15, pay band
equivalent, or the military equivalent. Send the contact’s name, title, grade/pay band,
phone number, and e-mail address to audros@dodig.mil.

You can obtain information about the Department of Defense Office of Inspsctor General
from Dol Directive 5106.01, “Inspector Genetal of the Department of Defense (IG DoD),”
April 20, 2012; DoD Instruction 7600.02, “Audit Policies,” April 27, 2007; and
DoD Insn uction 7050.3, “Office of the Inspector General of the Department of Defense Access
to Records and Information,” March 22, 2013. Our website is www.dodig.mil.

If iou have ani iue‘stionsl ilease contact

Alice F Caley Q/\f
Assistant Inspector General

Readiness, Operations, and Support

cC.

Assistant Secretary of the Axmy for Civil Works

Assistant Secretary of Defense for Homeland Defense and Americas® Security Affairs
DoD Chief Information Officer

Under Secretary of Defense for Policy






